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Abstract— VANET is a decentralized network that allows and much more. Driver assistance and car safetythare
the vehicles to communicate with each other forconsidered as the most importantones of all théofsc
providingsafety warning, traffic management andvdri  This information includes data mainly from othescand
assistance systems. Vehicular IP in Wireless Aciess from roadside units. The messages includes brakeings
Vehicular Environment§VIP-WAVE)has characterized the collision warning, information about road conditi@md

IP configuration for extended andnon-extended IiRises,

maintenance,intersection safety, emergency vehisfg=ed

and amobilitymanagement scheme supportedby Proxynanagement.

Mobile IPv6 over WAVE.As the vehicular networks are Apart

formed even in remote areas with inadequate pooerce,
the units have power constraints which are overcdiye
power control in the proposed system .The objecifvine
paper is to improve the quality of the network bgviding
internet accesswith transmit power control alongachithe
distance between
units(OBU)is determined i.e., power consumption
reduced when at least distance. Hence the RSU gesvi
Distance Cautious Internet Protocol (DCIP) to th8dfor
internet access.This paper analyses the WAVE stdnda
and its support of IP based applications, and
proposesDistance  Cautious Internet  Protocol in
WAVE(DCIP-WAVE).

Keywords— VANET,RSSI,Internet Protocol (1P), 1Pv6,
NS2, SUMO, TraNS.

I INTRODUCTION

Wireless network formed by the dynamic vehicles #rel
road side unitsto communicate among themselvesnsed
as Vehicular Ad-hoc networks(VANET). VANET does not
have a pre-existing infrastructure and is built ilspvely as
devices connect. The vehicles nearby communicattngm
themselves (V2V) and with RSUs(V2l) to share
information. The vehicles are equipped with gaddbts
senses its surroundings and evaluates upcominglesghi
around it and prompts probable accidents in advafoe
instance, if a prior vehicleuser is about to chaages or a
subsequent vehicle is about to approach, the \eficthe
surroundings are warned about the changes. This tay
vehicle users are allowed to visualise the rouiegughe
sensed and received data. VANET is smart commuaicat
network that
applications.The vehicles demands for informatioohsas
surrounding traffic situation, routes, accidentn@@ones

WWwWw.ijaems.com

from safety applications, new mercantile
opportunities tends to enhance the non-safety egipins
to promote the technology, resulting in cost effiti
systems. The vehicle users are offered with suppod
entertainment to make the drive more pleasant egthfort
and infotainment(information  + entertainment)

the RSU and on-board vehicularapplications. An in-vehicle infotainment system quises
is of tasks such as managing and playing audio, chgosi

directions using navigation systems, entertainnseich as
movies, games, social networking, etc., listening t
incoming and sending outgoing SMS text messages,
making phone calls and accessing Internet-enalatbot
such as traffic conditions, sports scores and vegath
forecasts.VANET thus encourages information sharing
Cooperative driving and services like Navigationd an
Internet access.

Il. WAVE ARCHITECTURE
WAVE is essential to support the short-range
communications in vehicular network. The commundsat
between onboard units of vehicles or between thmar
unit of vehicles and the roadside unit relies om ibland of
5.9 GHz. WAVE supports multi-hop communication for
vehicles out of range. Using the system designed®®U
that is installed in the vehicle and the unit préson the
road, WAVE provides the real time traffic inforrmati to
extend the safety of the transportation.
The strict latency constraint for emergency comrmatinns
has resulted in the definition of the IEEE 802.HIy the
Wireless Access in Vehicular Environments (WAVE),
which together describe a low-latency alternatiedéwork
for vehicular communications. In order to support

promotes both safety and non-safetyinfotainment traffic, WAVE uses IPv6 and transport

protocols. By supporting IP-based communication® t
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vehicular network might instantly be connected ttweo I1P- WAVE uses two service sets:

based networks. e WAVE Basic Service Set (WBSS): It defines
Two standards, IEEE 802.11p and IEEE 1609 congibut communication between Onboard unit and Roadside

to the Wireless Access for Vehicular Environments unit. It is similar to 802.11a specification whiekas
(WAVE).The IEEE 802.11p amendment describes a used for communication of nodes with the access
technigue to exchange data for the RSU and OBU twhic points. After receiving the beacon message, any

communicatesonly for a short period of time. Thenptete vehicle can join the WBSS.

protocol stack of 1609 protocol family was introddcby «  WAVE Independent Basic Service Set (WIBSS): This
IEEE and was named as WAVE. Each of the sub-stasdar service supports communication between two nodes
of 1609 family handles different issues as diffélagers. without the participation of the roadside unit. WBEB

1609.3 and 1609.4 Standards define the Media Access used for communication between the vehicles (V2V).
Channel (MAC) capabilities for multichannel opeoati the

management and data delivery services between WAVE . PROPOSED SYSTEM

devices. The 1609.3 specifies the support of IRu6lbcal,  In the proposed system, the Distance Cautious $Pbban

global, and multicast addresses in WAVE devicese Th integrated withthe WAVE frameworkfor maintainingvi®

standard signifies that link-local addresses shobl  global addresses in WAVE devices, which is custeohiz
derived locally for the IP configuration. according to the type of user service and to supier IP

mobility for seamless infrastructure-based commatas.
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SAE 2735 it madel (e
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Fig.2:VANET Model
DCIP-WAVE Framework
Fig.1:WAVE stack of protocols The DCIP-WAVE framework addresses the limitatioris o

The WAVE frequency spectrum is divided into onetcoin ~ power consumption in  VANETsby integrating IP
channel (CCH) and six service channels (SCHs), edith ~ configuration and IP mobility in accordance witheth
10 MHz bandwidth. In addition, each channel haitss  distance based power control.

set of access categories and its own instanceed8@2.11p 0BU

MAC layer. IEEE 802.11p is an approved amendment to r----- @

the IEEE 802.11 standard and details the MAC Lay¢he i— UDP/TCP

WAVE architecture. ' ! DCIP-WAVE wsmp
Among the different types of frames that can beppedin 777 ' LLC

WAVE, management frames could be transmitted by Rsu VAVE MAC Tieleling sl saordinatin]
eitherCCH or SCH. In contrary, data frames should b . ______ A _____ =

transmitted in SCH. Furthermore, the 802.11pradass be E PRY

(multi-PHY). Single-PHY allows the radio module to
exchange information only in one single channelatht
times. As a result, a single-PHY has to constatibgle

betweenCCH and SCHs every certain time. Thelatter Fig.3:DCIP-WAVE Framework
indicates the radio isable to monitor the CCH whale  1he architecture of DCIP-WAVE is located in the alat

thesame time it can exchange data in one or moHsSC plane of the WAVE stack of protocols as illustratedig.3,

Power Control

single-physical layer (single-PHY) or multiplephyailayer E
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and it defines two main factors that interact withe
standard IPv6 protocol:

1) the IP addressing and block of RSU which is oesjble
for allocating global IPv6 prefixes to OBUs and
guaranteeing IP mobility all over the network.

2) Estimation of distance which acts as a key feafor
power management.

Table 1 Set-Up Procedure in DCIP-WAVE

Procedure at OBU

1: Send beacon signal

2. if (OBU receives IPService sagment)

3: Create and send a IPResponse segment that includes OBU's ID
and IP address to RSU

4 Associate a channeldetails ssgment with SCH number of active IP
service

Procedure at RSU

5: if(Signal from OBU is received at a distance<threshold distance)

6:  Control transmit power and send IPService segment with WSA in CCH

7. if(OBUSs IP is already registered)

§ Assign available IP, create Confirmation IP (CIP)

9 Send CIP and add IP address to the record

10 else

11 Create CIP and copy the received IP (EIP) address of the OBU
and Step 9

I ntegration of DCIP-WAVE in vehicular networks

The OBUs in the vehicles interactdirectly(one-hahwhe
RSU by one hop link.Based on this one hop
communication, the RSU that provides IP services
calculates signal strength.The declaration of IPvises
takes place in the WAVE Service Advertisement (WSA
managementframe.The RSU declares an IP servicehwhic
includesthe type of service,RSU's MAC address émtidly

it as the WAVE provider,and the threshold RSSI gallhe
Wave Service AdvertisemerftVSA) is transmitted in the
CCH. The OBUs within one hop area from RSU observes
the CCH and is capable of receiving WSA. The RSU
maintains a record of active OBUs and their IP adsles to
identify replicas of the IP addresses. The RSU @apthe
global IP address of the OBU with the active IPg assign

a new IP on detecting a replica. If the OBU doeshawve a
global IP address, it requests the RSU for an dress by
using RSU's MAC address as the frame destinatitve. T
RSU now sends a message including information redui
for a IPv6 configuration. Now that the IP address i
assigned, OBU starts communicating with the RSU.
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Send a beacon signal and wait for response from RSU

Received IP

service

request?

Send the OBU's ID and Existing IP (EIP)
and wait for Confirmation IP (CIP)

No
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Fig.4:0OBU's behaviour mechanism
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Fig.5:RSU's Behaviour Mechanism
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Distance estimation for Power Control
Power controls the intelligent selectiontEnsmitter power
output in a communication systdm achieve a bett
performance within the system. Better performe
includes optimizing metrics such ksk data rat (LDR),
throughput, life of the network ametwork device: Based
on the distance calculated between the OBU and R&3
transmit power is controlledConsidering in theory, th
energy of a radio signal weakens with the distdrma the
signal's source. Hence, aOBU listening to a R¢
transmission is capable o$ing the strength of the receiv
signal to estimate its distance from the RThe transmit
power level is decreased as the distance betweeREU
and OBU decrease, thereby increasing the lifetinthe
modules at the RSU and throughput of the sy: RSSI
proposes an smart solution to the hardware ranmiolglem
as all the OBU modules are likely to have radioshthian
be used to compute rangesceived Signal Streng
Indication (RSSI) is the measurement of power presea
radio signal.
Thus we integrate RSSI based distance estimatior
determining connectivity. Thdistance above the threshc
results in a detachment of communication from tabkicle
to the provider RSOhe RSSI and distance relationship
be represented by using the follogiformula
d = 10l(Po—Fm—Pr—10nlogs1o(f)+30n-32.44)/10n]
d - distance between the OBU and R
n - Path-Loss Exponent,
Po -Signal power (dBm) at zero distan
Pr -Signal power (dBm) at distance
f -Signal frequency in MHz
Fm - Fade margiis the difference between tl
strength of the received signal at the antenna
and tke minimum signal strength in d The higher
the fade marginthe more reliable the link will &
Fade Margin = System gain + Antenna gain
- Cable loss
— Pathloss
» n - Path loss exponent represents the path
whose value is normally in the range of 2 t
(where 2 is for propagation free spac, 4 is for
relatively lossy environments).
L=10nlog,o(d) + C
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V. SIMULATION RESULTS
The VANET scenario has been created by using the,
Trans and sumo simulators. The results have begfiede
with the real-time mapping afoad traffic using SUMC
simulator. These results have been tested in
environment for obtaining the performance charésties
of DCIP-WAVE.
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Table 2 Performance Evaluation Parame

Parameter Value
Transmit Power at RSU 14mw
Frequency Band 5.9 GHz
Data rate 4Mbps
RSSI Threshold -85dBm
Speed 35 km/hr
Length 75m
Distance between RSUs 50m
Time Out (in seconds) 5

%::se THroughput Measurement
roughpu.

BNE Tmplemented

00,0000 .

=

50,0000

R PAMMANVE Algarithms: Implemented

80,0000 g

70,0000

60,0000

400000

30,0008

20,0000

10.0000

0.0000;

0.0300 L5000

| Distarice % 107
1.0000

Fig.6. Throughput obtained when the vehicles are/ang
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Fig.8. Decrease of Power consumption based on Bigta

between RSUs

V. CONCLUSION

Hence a mechanism proposed in DCIP-WAVE for IP
addressing and one-hop communications has beegnéési
using WAVE protocol. The refinement of the prototals
been integrated successfully with the IP servicéckwtis
highly dependent on the distance and results inepow
control with increase of throughput and data rate.
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